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Compliance-Anforderungen: Durch die Sicherung Ihrer Daten in einem unserer hoch-
sicheren eww ITandTEL Rechenzentrum erfüllen Sie Compliance-Anforderungen wie 
DSGVO, Patriot Act, Privacy Shield und Cloud Act.

„Wir haben das 
IT-Know-how, 
damit Sie sich auf 
Ihr Business
konzentrieren 
können.“
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VORTEILE
Backup as a Service

ITandTEL

Warum BaaS von 
ITandTEL?
	Datensouveränität in österreichischen 
	 Rechenzentren
	Ransomwaregeschützte (immutable) 
	 Backups
	Rechenzentren ISO/IEC 27001 & 
	 EN 50600 zertifiziert
	Instant Recovery
	Flexible Skalierung

Backup as a Service 
(BaaS)
Kein Backup, kein Mitleid!

Alle eww ITandTEL Backup-System befinden 
sich in unseren eigenen, redundanten und 
zertifizierten Rechenzentren in Österreich. 
Backups werden getrennt von Produktiv- 
systemen gespeichert; der Zugriff und die 
Datenübertragung erfolgen ausschließlich 
verschlüsselt. 



Wir sichern, was für Sie zählt! 
Ihre Daten, Ihr Vertrauen, Ihr 
Unternehmen

Was tun, wenn pöltzlich Daten weg sind?
Ransomware verschlüsselt Ihre Server. Ein Mitarbeiter löscht versehentlich 
wichtige Dateien. Ein System-Update schlägt fehl. Oder die Cloud ist plöt-
zlich nicht erreichbar.

Datenverlust ist kein seltenes Ereignis – er ist eine Frage der Zeit. Und dieser 
kostet Unternehmen jeden Tag Geld, Reputation und Zeit. Unternehmen 
stehen dadurch vor einer Vielzahl an Risiken.
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Mit der 3-2-1-Backup-Strategie von eww ITandTEL schützen Sie Ihre Daten mehrfach – 
geographisch getrennt, verschlüsselt und ransomwaregeschützt.

Die Lösung – Unsere 3-2-1-Backup-Strategie



Unsere Backup Services | 
Sicherungsszenarien

	   Sicherung kompletter VMs oder einzelner Dateien 

	   Instant Recovery: Wiederherstellung in Minuten direkt aus dem Backup

	   Unterstützung gängiger Betriebssysteme und Datenbanken

	   Indv. Sicherungspolicies (zB. tägliche inkrementelle + wöchentliche Vollsicherung)

	   Backup-Repository in Linz (geologisch getrennt) mit optionaler Immutability

Virtuelle Maschinen auf VMware oder Hyper-V sind geschäftskritisch. Ohne 

regelmäßige, getestete Backups drohen im Fehlerfall Ausfälle oder Datenverlust.

Unsere Lösung

Die Herausforderung

vServer Backup

	   Direkte Anbindung Ihrer lokalen Veeam-Installation an unser Backup Datacenter Linz 

	   (On-Prem-Systeme) 

	   Verschlüsselte Datenübertragung (AES-256)

	    Immutable Repository (nicht lösch- oder überschreibbar)

Viele Unternehmen sichern lokal, aber ohne eine zweite, externe Kopie. Ein Ransom-

ware-Angriff oder Standortverlust kann so alle Daten vernichten.

Unsere Lösung

Die Herausforderung

Cloud Connect Backup

Wie sicher sind Ihre Backups wirklich?
Ihre Daten sind das Herzstück Ihres Unternehmens –gemeinsam mit Ihnen prüfen wir, ob Ihre ak-
tuelle Datensicherungsstrategie den heutigen Anforderungen in puncto Sicherheit, Verfügbarkeit 
und Compliance standhält. 

Nachfolgend haben wir zu unseren Backup-Lösungen häufig auftretende Szenarien zusammen- 
gestellt, die zeigen, wie unterschiedliche Anforderungen optimal umgesetzt werden können.



Unsere Backup Services | 
Sicherungsszenarien

	   Kubernetes-Backup – für containerisierte Workloads –

	   mit Veeam Kasten K10 Enterprise Edition 

	   Entra ID Backup – Schutz Ihrer Identitäten  –

	   mit Veeam Brackup for Entra ID

	   Schnelle Wiederherstellung kritischer Systeme im Ernstfall 

	   Individuelle DR-Strategie nach IT-Landschaft, RTO/RP 

	   und Risikoprofil

	   Gesicherte, verschlüsselte Replikation in getrennte 

	   Rechenzentren in Österreich.

	   Produktive Übernahme der Systeme binnen Minuten

Ein Notfall kommt selten allein – ob durch Hardwaredefekte, Cyberangriffe, Natur-

ereignisse oder menschliche Fehler. Schnelle Wiederherstellung im Ernstfall zählt.

Unsere Lösung

Die Herausforderung

Disaster Recovery (DRaaS)

	   Vollständige Sicherung von E-Mails, MS Teams, OneDrive und SharePoint 

	   Sicherung in unseren österreichischen Rechenzentren (Compliance-konform)

	   Frei wählbare Sicherungsintervalle (täglich, mehrmals täglich)

	   Granulare Wiederherstellung (Einzelelement, Postfach, Team oder Tenant) 

	   Keine Investitionskosten – Abrechnung pro Benutzer

Viele verlassen sich auf die Datenhaltung in Microsoft 365 (Exchange, OneDrive, SharePoint, 

Teams). Doch Microsoft sichert nur die Verfügbarkeit der Plattform – nicht Ihre Daten.

Unsere Lösung

Die Herausforderung

Microsoft 365

Weitere ITandTEL Backup Services 
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